1. CSRF-токен (Cross-Site Request Forgery token) — это уникальный и случайно сгенерированный код, который используется для защиты веб-приложений от атак межсайтовой подделки запросов.